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Cybersecurity Governance &
Assurance Specialist II

Job Description

One of the largest, most financially sound construction and development companies in the U.S.,
serving a broad range of customers including those in transportation, power, industrial,
water/wastewater, healthcare, education, sports, data centers, government, aviation and
commercial. .
Headquartered in New York with offices in 31 metro areas and have more than 10,000 employees
committed to being leaders in safety, project execution, sustainability, ethics and people
development.  .
Over $14B in revenues.
Comprehensive benefits package: medical, dental, vision, family leave of absence, life insurance,
401K with employer match, bonus program, strong growth pathing, PTO.

Qualifications & Requirements

Information Security Certifications or equivalent working experience .
A minimum of three (3) years working with Information Security/IT/Governance/Risk .
Ability to successfully work independently as well as within a team .
Experience successfully prioritizing tasks in a fast-paced environment .
Experience successfully working with others to achieve shared goals.
Experience successfully creating meaningful relationships with colleagues .
Experience successfully connecting business value with technology solutions .
Passionate about the intersection of construction, technology, and people.
Being a true team player; care about others and assist in motivate them to succeed.
Passionate about continuous improvement.
Management and soft skills development commitment.

Preferred

3 to 5 years of related experience working with Information/Cybersecurity.
Certified CISA, CRISC, MGT415, GSLC, CCSP, CISSP, or equivalent.
3rd party risk.
Risk assessments.
Governance.
Cybersecurity Frameworks.
DR/BCP.
Cybersecurity metrics.

Job Responsibilities

Cybersecurity Governance &amp; Assurance [90%, Primary Responsibility]:.
Govern and ensure BU alignment with internal governance and key frameworks.
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Assist in both external and internal audits.
Research and recommend solutions for ever evolving security landscape.
Provide mentorship (if applicable) to junior team members.
Own &amp; act as SME for multiple Security disciplines.
Serve as escalation point for resolving governance and assurance issues.
Build &amp; maintain customer relationships.
Work with internal stakeholders to answer customer SIG questionnaires.
Participate in Global Cybersecurity discussions and sessions.
Assist in local/global incidents and requests.
Create meaningful relationships across multiple levels.
Stay current on challenges and input from local BU.
Continuing Education [10%]:.
Have a passion for learning and always stay current with skills .
Research emerging information security and cyber threats and mitigation .
Constantly improve skills required for the position.

Job Summary

Published : Aug 18, 2023
Employment Status : Full Time
Experience : Any
Workplace : Hybrid
Salary : $155000


